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Part – 1

Please refer to RFC 3168 if needed.
1. Why is the ECN field maintained in the regular header of an IP-PDU rather than as an IP option?
2. Explain why the TCP data receiver SHOULD ignore the ECN field on arriving data PDUs that are outside of the receiver’s current window.
3. Describe the procedure of ECN negotiation in the TCP Initialization.  Explain why a host must not set ECT in the IP-PCI of SYN or SYN-ACK TCP-PDUs. 

4. Recall that one of the ICMP error reporting messages, i.e., source quench also notifies the end hosts when a router experiences congestion. Source quench is quicker in notifying the sender of congestion compared to the ECN mechanism. Then, is source quench a better notification mechanism than ECN? Why or why not?
5. What will happen if a TCP-PDU with CWR set gets lost?

Part –  2 Wireshark  
In this part, we are going to see how the source and destination exchange information about their willing to use ECN in TCP Initialization.
Step 1 Many operating systems, such as Windows 7, Mac OS X 10.5, Linux 2.6, have support for ECN; however, ECN is disabled by default. Enable ECN in your computer.
Step 2 Start up the Wireshark software and begin packet capture.
Step 3 Start up your web browser. Enter the URL http://www.ucla.edu and have that page displayed in your browser.

Step 4 Stop Wireshark packet capture.
Questions:

1. Describe how to enable ECN in the operating system of your computer?

2. Print out the TCP Initialization PDUs with ECN negotiation. Annotate the ECN flags and indicate the willingness of your computer and the webserver to use ECN.

3. Print out an ECN-capable PDU. Annotate the ECN flags.
